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Summary of Facts and Subm ssi ons

1142. D

The appel l ant (patent proprietor) |odged an appeal,
received on 6 June 1994, against the decision of the
Qpposition Division, dispatched on 6 April 1994,
revoki ng European Patent No. 0 132 782 (application
nunber 84108486.6). The fee for the appeal was paid on
6 June 1994. The statenent setting out the grounds of
appeal was received on 3 August 1994.

Opposition had been filed by respondent | (opponent 1)
and respondent |1 (opponent |1) against the patent as a
whol e, on the basis of Article 100(a) EPC, in
particular on the grounds that the subject-matter of

t he patent was not patentable within the terns of
Articles 52(1), 54 and 56 EPC.

The Opposition Division held that the grounds of the
opposi tion prejudiced the mai ntenance of the patent,
having regard inter alia to the foll ow ng docunents:
(C3) GB-A-2 097 330,

(D3) US-A-3 990 558, and

(D4) DE-B-2 924 325.

During appeal proceedings, the Board considered the
foll owi ng further docunents:

(D5) CH A-554 574, and

(D6) DE-A-2 802 430.

Oral proceedings were held on 15 March 2000.
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The appel | ant requested that the decision under appeal
be set aside and that the patent be maintained on the
basis of the follow ng docunents:

d ai ns: claine 1 to 9 as filed at the oral
proceedi ngs on 15 March 2000,

Descri ption: colums 1 to 25 as filed at the ora
proceedi ngs on 15 March 2000,

Fi gures: 1, 2, 3A, 3B, 3C, 3D, 4A 4B, 4C, 4D and
5 of the granted patent.

The respondents | and Il requested that the appeal be
di sm ssed.

The wording of claim1l reads as foll ows:

"A postage netering device (32,200,400, 600, 800) for
nmetering encrypted postage indicia for application to
mai | pi eces as proof of postage paynment conpri sing:

(a) an entry neans (48) for the entry of al phanuneric
character data corresponding to nail pi ece paraneters;
(b) neans (86,90) coupled to said entry nmeans (48) for
the storage of said data;

(c) an encryption circuit (88,92) connected to receive
said data and a numil pi ece count and operable to provide
a seed word which varies frommail piece to mail piece in
dependence on the nail pi ece count and to devel op a code
word of a plurality of code characters from said seed
word and sai d nail pi ece paraneters;

(d) neans (36,406) coupled to said storage neans
(86,90) and to said encryption circuit (88,92) for
inmprinting a bar-code representation of said data of
sai d storage neans and said code word (210) of said
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encryption circuit; and

(e) selection nmeans (82,94, 201, 208) synchronized with
said inprinting nmeans and coupled to said storage neans
(86,90) and said encryption circuit (88,92) for
alternately feeding said data of said storage neans
(86,90) and said code word of said encryption circuit
(88,92) to said inprinting neans (36,406) to control
the inmprinting neans to print bar-code indicia having
interl eaved portions corresponding to said al phanuneric
characters and said code characters respectively, the
code word providing verification of the validity of the
indicia."

The wording of claim5 reads as foll ows:

"A postage netering system (20) for the printing

(32, 300, 400, 600, 800) of encrypted postage indicia in a
bar-code format on a mail pi ece (22) as proof of postage
payment conpri sing:

(a) a keyboard (48) for the entry of al phanuneric
character data corresponding to nail pi ece paraneters;
(b) neans (86,90) coupled to said keyboard (48) for
storing the said data;

(c) encryption neans (88, 92,202) connected to receive
the said data and a nmil pi ece count and operable to
provide a seed word that varies frommail piece to
mai | pi ece in dependence of the mail piece count and to
produce a code word of a plurality of code characters
(210) derived fromthe seed word and said mail pi ece
par anet ers;

(d) a bar-code printer (406) for printing a bar-code
indicia on said nedium and

(e) selection nmeans (82,94, 201, 202, 208) coupled to
sai d storage neans (86,90) and said encryption neans
for alternately driving said printer (406) with data
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fromsaid keyboard (48) and with elenents of said code
word of said encryption neans (88,92,202) to control
said printer (406) to print bar-code indicia having
interl eaved portions corresponding to said al phanuneric
characters and said code characters respectively, the
code word providing verification of the validity of the
indicia."

The wording of claim8 reads as foll ows:

"A device for verifying an encrypted code word printed
serially on a mail piece wth data including a mail piece
count in a bar-code format wherein the encrypted code
word is derived fromand interleaved with the said data
characterized by:

(a) neans (422) for reading bar-code indicia on said
mai | pi ece (22);

(b) neans (426, 88,92,201) for extracting said data and
responsive to said data read by said readi ng neans
(422) for regenerating the encrypted code word by
providing a seed word which varies frommail piece to
mai | pi ece in dependence on the nuil pi ece count and
operating on the said data and the said seed word to
generate said code word including a plurality of code
characters; and

(c) neans (428,54) for conparing the regenerated code
word with a reading of the code word by said readi ng
means to verify the indicia."

Clainms 2 to 4, 6, 7 and 9 are dependent.

The appel lant's argunments may be summari zed as fol |l ows.

The i ndependent cl ains defined devices for netering,
printing and verifying encrypted postage indicia for
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application to mail pi eces.

At the priority date of the present patent, encryption
techni ques as a proof of paynent were not used in the
field of postage neters. At that tinme, special printers
were used and security was achieved in that the printed
information could not be easily reproduced, as for
banknot es. There was, however, a desire to use nornma
printers while, at the sane tinme, ensuring security.
Encryption was the solution proposed by the patent in
suit, whereby the features concerning the bar-code
representation and interleaving of data should be
regarded as details of the encryption system None of
the cited prior art docunents disclosed the use of
encryption in a franking machine. In particular, D3 was
not rel evant because it did not relate to a postage

nmet er. Moreover, encryption as shown in D3 proved the
authenticity of a paynent docunment. In the case in
suit, the issue was to prove whet her paynment of a

post age fee had been nmade rather than proving whether
the mail pi ece was authentic. A nore rel evant docunent
woul d be C3 concerning a franking machi ne, but the bar-
code disclosed in this docunent could not be regarded
as encryption within the neaning of the clains.

Docunment D4 was relevant for the feature of data
interleaving, but not of data with an encrypted version
of the same data. In sunmmary, the invention as defined
in claiml was neither disclosed by nor suggested by
the available prior art cited by the respondents. Even
a particular conbination of the cited docunents woul d
not lead to the subject-matter of claiml. The sane
conclusion applied with regard to clains 5 and 8.

The argunents of respondents | and Il may be sunmmari zed
as follows.
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Respondent | pointed out that the claimed subject-
matter was no nore than an obvi ous aggregation of
features solving different problens. In particular, the
i dea of encrypting data was known per se, for exanple,
from D3, which could be regarded as the cl osest state
of the art. The use of bar-codes was al so known in the
field of the invention, as shown in C3. Mreover, this
feature was not related to that of encryption. As to
interleaving data with encrypted information, this
feature was disclosed in docunent D4.

Respondent |1 agreed that docunment D3 was the cl osest
state of the art owing to the fact that the invention
related to the problem of encryption rather than to
postage neters as such. This docunent did not disclose
the features concerning the use of bar-codes and
interleaving of data. But these neasures were well -
known at the priority date of the patent in suit, as
shown by C3 relating to a franking machine for applying
a bar-code to a mail piece to be delivered, and by D4,
D5 and D6 disclosing representation of coded and
uncoded data in alternate form A |link between
docunents D3, D4, D5 and D6 consisted in that D6,

page 19, referred to the priority docunent of D3, and
in that D5 and D6 were acknow edged in D4, colum 2.

Reasons for the Decision

1142. D

The appeal is adm ssible.

Arendnent s

The anmended claim 1l is based on granted claim1l with
the limtation that it now concerns a postage netering
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device all owi ng proof of postage paynent. This
[imtation can be inferred frompage 1, lines 1 to 5,
page 2, line 1, to page 3, line 6, and Figure 1 of the
original application. Mreover, according to

feature (a), the entered data have al phanuneric
character, which fact is disclosed, for instance, in

t he enbodi nents of Figures 3A, 3B, 4A, and 4B. The
encryption circuit (see feature (c)) has been further
defined as regards its function of providing a seed
word varying fromnail piece to mail pi ece and devel opi ng
a code word fromthe seed word and mmail pi ece
paraneters. These features are disclosed in the
original application (see page 8, lines 2 to 16, and
the description of Figure 5). As regards the selection
nmeans defined in feature (e), the feature has been
added, that the bar-code indicia have interleaved
portions corresponding to the al phanunmeric characters
and the code characters, which feature is based on
page 39, line 5 to page 40, |ine 14.

2.2 Clainms 5 and 8 include anal ogous anendnents.

2.3 The dependent clains find their support in the granted
dependent cl ai ns.

2.4 The added features do not extend the protection
conferred.
2.5 Therefore, the amended clains neet the requirenents of

Article 123(2) and (3) EPC.

3. Article 84 EPC

The amended cl ains neet the requirenents of Article 84
EPC.

1142. D Y A
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Novel ty

None of the cited docunents discloses a postage
nmetering device including all the features of claim1,
a postage netering systemincluding all the features of
claim5, or a verifying device with all the features of
claim8. Therefore, the subject-matter of independent
claims 1, 5 and 8 is novel. Mreover, the novelty of
the clained subject-matter is not in dispute anong the
parties.

| nventive step

Caimil

Claim1l refers to a postage netering device. For this
reason, the Board considers that docunent C3, and not
D3 as proposed by the respondents, should be regarded
as the nost relevant state of the art. |Indeed, C3

di scl oses a franking machine, i.e. a device of the sane
kind as the clained one, whereas D3 relates to a nethod
and apparatus for preparing and assessi ng nmachi ne-
readabl e paynment docunents such as bank or postal
cheques, i.e. to a field different fromthat of the
present invention.

The cl ai ned postage netering device conprises inter
alia entry neans for the entry of al phanuneric
character data corresponding to nail pi ece paraneters,
means coupled to said entry neans for the storage of
said data, and neans for inprinting the data in a bar-
code representation.

A postage netering device conprising these features is
di scl osed in docunent C3. The franking machi ne shown in



5.1.3

1142. D

.9 .- T 0474/ 94

Figure 1, indeed, conprises a numeric keyboard 14, a
menory 18 and a printer 20 for inprinting the data in a
bar - code representation (see page 2, lines 58 to 73).

The subject-matter of claim1 differs fromthe netering
device known fromC3 in the provision of an encryption
circuit generating a seed word and a code word as
defined in feature (c), and in the provision of

sel ection nmeans interleaving the entered al phanuneric
characters and the code characters in the bar-code
representation as defined in feature (e).

These features solve the problemof netering postage
indicia while avoiding the possibility of fraudul ent
adul teration of the postage (see the patent as granted,
colum 1, lines 41 to 47, and colum 2, lines 5 to 10).
Since it is normal to take steps to avoid a person

adul terating the postage, stating this problemis
regarded neither as new nor as contributing to

i nventive step.

The franking system according to C3 (see Figure 1)
conprises a renote accounting unit 12, which is
connected via data lines 26 and 32 to the franking
machi ne 10. As to the operation (see page 3, lines 38
to 124), the user enters the relevant data concerning
the mail piece to be delivered via the keyboard. The

m croprocessor 16 then cal cul ates the franking val ue by
taking into account the address code of the franking
machi ne. This franking value is fed to the accounting
unit together with the address code. The accounting
unit debits a relevant account with the franking val ue
and sends a signal back to the franking nmachine in
order to enable the printer to print a bar-code
including, in a given order, all the information
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necessary for the delivery.

The franki ng machine of C3 is not based on any form of
encryption having the function of avoiding fraudul ent
adul teration of the postage. Therefore, the docunent
does not teach or suggest encryption as clai ned.

The respondents rely on docunent D3, which they
consider as the nost relevant state of the art. In
maki ng this choice, the respondents start fromthe
solution of the stated problem which consists in the
encryption of the postage information, rather than from
t he postage netering device, which is the object of
claim1.

In the Board's view, this approach is not sound.
According to D3, in order to ensure authenticity of a
paynent docunent |ike a bank or postal cheque, the
serial nunmber and the anobunt of the paynent docunent
are enci phered with a secret code, the result of the
enci phering being a crypto nunmber which is applied to

t he docunent together with the anobunt and the seri al
nunber (see colum 1, lines 31 to 40, and Figure 1). To
check the authenticity of the docunent, the crypto
nunber, anount and serial nunber are read nechanically,
and the anmount and the serial nunber are enciphered
with a secret code identical to that used for preparing
t he docunent. The new crypto nunber is then conpared
with that read fromthe docunent, and if the latter is
the sane as the forner the paynent docunent is assessed
as valid (see colum 1, lines 40 to 49, and Figure 2).
As the appellant correctly points out, the system known
fromD3 is, therefore, intended for proving
authenticity of a paynent docunent, and not for
avoi di ng fraudul ent adulteration of postage. This
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constitutes an essential difference between the known
system and the cl ai ned device. Neverthel ess, should D3
be used as the starting point for assessing inventive
step, the features concerning the bar-code
representation and interleaving of data, which relate
to the clainmed way to perform encryption, are not

di scl osed in the docunent. The Board admits that a bar-
code representation of postage data is known from C3
(see Figure 3). Mreover, the conbination of encrypted
data with plain text to i nprove security can be
inferred fromD4, colum 2, lines 12 to 39 (referring
to D5) and 40 to 51 (concerning D6), although these
docunents D4, D5 and D6 relate to the different
technical field of identity cards. It should thus be
clear that the respondents' approach reflects an ex
post facto assessnent based on a npsai c conbi nation of
docunents fromdifferent technical fields, which

conbi nati on does not even lead to the clainmed device,
because the starting point, i.e. D3, does not concern a
post age netering device. The |ink between the
docunents, referred to by respondent |1, does not
justify their conbination. In the Board' s judgenent,
there is no evidence rendering obvious the essenti al

i dea of the invention, which consists in the
application of encryption techniques to the field of
postage netering devices for security reasons. This

i dea m ght appear evident nowadays, but it was not, in
the Board's judgenent, at the priority date of the
patent in suit.

The ot her docunents cited during the proceedi ngs do not
conme closer to the clained device. Therefore, the

subject-matter of claim1 involves an inventive step

Clains 5 and 8
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The postage netering systemaccording to claim5 and
the device for verifying an encrypted code word on a
mai | pi ece according to claim8 include features

equi valent to those of claim1, and, hence, also

i nvol ve an inventive step.

6. Pr ocedur e

Taking into consideration the anendnents nade, the
clainms according to the appellant's request neet the
requi rements of the EPC. However, before a patent is
granted, the anended description as filed by the
appel l ant during the oral proceedings on 15 March 2000,
which is rather conplicated owing to the presence of
various enbodi nents, needs further exam nation in order
to establish whether it has been correctly brought into
conformty with the new cl ai ns.

Or der

For these reasons it is decided that:

1. The deci sion under appeal is set aside.

2. The case is remtted to the first instance with the
order to maintain the patent with the follow ng clains
and the description and drawi ngs to be adapt ed:
claims 1 to 9 as filed at the oral proceedi ngs on
15 March 2000.

The Regi strar: The Chai r man:

1142.D
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R. Schunacher G Davi es
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